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Zawartość

[Zakres audytu](#_Toc3198664)

[Pliki przenoszone na nośniki USB i inne urządzenia przenośne](#_Toc3198665)

[Pliki przesłane za pomocą wiadomości e-mail](#_Toc3198666)

[Pliki przesłane za pomocą poczty webowej](#_Toc3198667)

[Firmowe pliki przesłane do Internetu](#_Toc3198668)

[Pliki wysłane za pomocą komunikatorów](#_Toc3198669)

[Pliki przesłane na dyski chmurowe](#_Toc3198670)

[Analiza sposobu korzystania z aplikacji](#_Toc3198671)

[Analiza korzystania z Internetu](#_Toc3198672)

[Analiza wykorzystania portali do poszukiwania pracy](#_Toc3198673)

[Wykorzystanie zasobów - komputery](#_Toc3198674)

[Wykorzystanie zasobów - drukowanie](#_Toc3198675)

[Wykorzystanie zasobów - ruch sieciowy](#_Toc3198676)

{overview\_title}

{overview\_description\_1}

{overview\_description\_2}

{monitored\_data}

* **{data\_size}** {data\_size\_label}
* **{files\_operations\_count}** {files\_operations\_count\_label}
* **{files\_count}** {files\_count\_label}
* **{outgoing\_files\_count}** {outgoing\_files\_count\_label}

{monitored\_environment}

* {users\_count} {users\_count\_label}
* {computers\_with\_safetica\_count} {computers\_with\_safetica\_count\_label}
* {computers\_count} {computers\_count\_label}
* {console\_users\_count} {console\_users\_count\_label}

|  |  |
| --- | --- |
|  | Nie skonfigurowano natychmiastowych alertów na wypadek incydentów bezpieczeństwa. |

Jeśli wystąpi zagrożenie bezpieczeństwa, szybka reakcja jest kluczowa, aby zminimalizować negatywne skutki. Natychmiastowe alerty przesyłane do odpowiednich osób pomogą szybko zlokalizować problem.

|  |  |
| --- | --- |
|  | Nie skonfigurowano żadnych regularnych raportów dotyczących bezpieczeństwa firmy. |

Regularna kontrola stanu bezpieczeństwa firmy jest istotną częścią ogólnej strategii bezpieczeństwa.

|  |  |
| --- | --- |
|  | Nie zidentyfikowałeś poufnych danych firmy. |

Nie wiedząc, jakie są wrażliwe dane firmy, nie można zastosować polityki bezpieczeństwa, aby zapobiec wyciekom.

{recommendations}

* {recommendation\_alerts\_set}
* {recommendation\_alerts\_check}
* {recommendation\_reports\_set}
* {recommendation\_reports\_check}
* {recommendation\_data\_category\_check}
* {recommendation\_data\_category\_set}

{outgoing\_ext\_device\_title}

{outgoing\_ext\_device\_description\_1}

|  |  |
| --- | --- |
|  | 87 plików zostało przesłanych przez nośnik USB lub inne urządzenie wymienne. Nie skonfigurowano polityki bezpieczeństwa dla kanału komunikacyjnego. |

Przenoszenie danych firmowych przy wykorzystaniu nośników USB stanowi znaczne ryzyko. Zapewnienie bezpieczeństwa nośników USB jest niezbędne.

[Pokaż dane szczegółowe w Safetica.](https://localhost:44309/WebSafetica/WebConsole/Security/DataflowSent?dateFrom=20170901&dateTo=20170930&treeSel=0|1|1)

{recommendations}

* {recommendation\_ext\_device\_trusted}
* {recommendation\_ext\_device\_categorize}
* {recommendation\_ext\_device\_restrict}
* {recommendation\_ext\_device\_dlp}
* {recommendation\_ext\_device\_notifications}
* {recommendation\_ext\_device\_alerts}

{outgoing\_email\_title}

{outgoing\_email\_description\_1}

|  |  |
| --- | --- |
|  | 78 plików zostało przesłanych przez e-mail. Nie skonfigurowano polityki bezpieczeństwa dla kanału komunikacyjnego. |

Wiadomości e-mail z załączonymi wrażliwymi plikami powinny być wysyłane wyłącznie do zaufanych odbiorców, którzy mogą pracować na tego typu plikach.

[Pokaż dane szczegółowe w Safetica.](https://localhost:44309/WebSafetica/WebConsole/Security/DataflowSent?dateFrom=20170901&dateTo=20170930&treeSel=0|1|1)

{recommendations}

* {recommendation\_email\_review\_domains}
* {recommendation\_email\_check\_content\_categories}
* {recommendation\_email\_dlp}
* {recommendation\_email\_check\_alerts}

{outgoing\_webmail\_title}

{outgoing\_webmail\_description\_1}

|  |  |
| --- | --- |
|  | Wrażliwe pliki mogą opuścić firmę przez poczta webowa, który nie jest zabezpieczony. |

Korzystanie z usług poczty internetowej do przesyłania poufnych danych jest kwestią bezpieczeństwa, gdyż uniemożliwia kontrolę odbiorców danych.

[Pokaż dane szczegółowe w Safetica.](https://localhost:44309/WebSafetica/WebConsole/Security/DataflowSent?dateFrom=20170901&dateTo=20170930&treeSel=0|1|1)

{recommendations}

* {recommendation\_webmail\_domain}
* {recommendation\_webmail\_categorize}
* {recommendation\_webmail\_dlp}
* {recommendation\_webmail\_notification}

{outgoing\_web\_title}

{outgoing\_web\_description\_1}

|  |  |
| --- | --- |
|  | 7 plików zostało przesłanych przez przesyłanie na stronę internetową. Nie skonfigurowano polityki bezpieczeństwa dla kanału komunikacyjnego. |

Pliki firmowe, które są przesyłane do publicznych witryn, mogą zostać pobrane przez nieznane osoby, co z kolei może prowadzić do utraty kontroli nad nimi.

[Pokaż dane szczegółowe w Safetica.](https://localhost:44309/WebSafetica/WebConsole/Security/DataflowSent?dateFrom=20170901&dateTo=20170930&treeSel=0|1|1)

{recommendations}

* {recommendation\_web\_trusted}
* {recommendation\_web\_categorize}
* {recommendation\_web\_dlp}
* {recommendation\_web\_notification}

{outgoing\_im\_title}

{outgoing\_im\_description\_1}

|  |  |
| --- | --- |
|  | Wrażliwe pliki mogą opuścić firmę przez komunikatory, który nie jest zabezpieczony. |

Przesyłanie plików firmowych bez żadnych ograniczeń poprzez komunikatory może narażać firmę na poważne niebezpieczeństwo.

[Pokaż dane szczegółowe w Safetica.](https://localhost:44309/WebSafetica/WebConsole/Security/DataflowSent?dateFrom=20170901&dateTo=20170930&treeSel=0|1|1)

{recommendations}

* {recommendation\_im\_categorize}
* {recommendation\_im\_dlp}

{outgoing\_cloud\_title}

{outgoing\_cloud\_description\_1}

|  |  |
| --- | --- |
|  | 355 plików zostało przesłanych przez usługa przechowywania plików w chmurze. Nie skonfigurowano polityki bezpieczeństwa dla kanału komunikacyjnego. |

Korzystanie z prywatnych lub nieautoryzowanych dysków chmurowych stanowi poważne zagrożenie bezpieczeństwa firmowych danych.

[Pokaż dane szczegółowe w Safetica.](https://localhost:44309/WebSafetica/WebConsole/Security/DataflowSent?dateFrom=20170901&dateTo=20170930&treeSel=0|1|1)

{recommendations}

* {recommendation\_cloud\_categorize}
* {recommendation\_cloud\_dlp}
* {recommendation\_cloud\_restrict}

{behavior\_apps\_title}

{behavior\_apps\_description\_1}

|  |  |
| --- | --- |
|  | Ograniczyłeś korzystanie z ryzykownych aplikacji, które nie mogą być wykorzystywane przez pracowników. |

Wyraźnie zdefiniowane zasady korzystania z aplikacji znacząco zwiększają bezpieczeństwo firmy.

[Pokaż dane szczegółowe w Safetica.](https://localhost:44309/WebSafetica/WebConsole/Productivity/UsersActivity?dateFrom=20170901&dateTo=20170930&treeSel=0|1|1)

{recommendations}

* {recommendation\_apps\_categorize}
* {recommendation\_apps\_policies}
* {recommendation\_apps\_reports}

{behavior\_webs\_title}

{behavior\_webs\_description\_1}

|  |  |
| --- | --- |
|  | Ograniczyłeś korzystanie z ryzykownych stron internetowych, które nie mogą być odwiedzane przez pracowników. |

Wyraźnie zdefiniowane zasady korzystania z stron internetowych znacząco zwiększają bezpieczeństwo firmy.

[Pokaż dane szczegółowe w Safetica.](https://localhost:44309/WebSafetica/WebConsole/Productivity/UsersActivity?dateFrom=20170901&dateTo=20170930&treeSel=0|1|1)

{recommendations}

* {recommendation\_webs\_categorize}
* {recommendation\_webs\_policies}
* {recommendation\_webs\_reports}

{behavior\_jobs\_title}

{behavior\_jobs\_description\_1}

[Pokaż dane szczegółowe w Safetica.](https://localhost:44309/WebSafetica/WebConsole/Productivity/UsersActivity?dateFrom=20170901&dateTo=20170930&treeSel=0|1|1)

{recommendations}

* {recommendation\_jobs\_categories\_set}
* {recommendation\_jobs\_notifications}

{itresources\_pcs\_util\_title}

{itresources\_pcs\_util\_description\_1}

[Pokaż dane szczegółowe w Safetica.](https://localhost:44309/WebSafetica/WebConsole/ItSources/PCsUtilization?dateFrom=20170901&dateTo=20170930&treeSel=0|1|1)

{itresources\_print\_title}

{itresources\_print\_description\_1}

[Pokaż dane szczegółowe w Safetica.](https://localhost:44309/WebSafetica/WebConsole/ItSources/Print?dateFrom=20170901&dateTo=20170930&treeSel=0|1|1)

{itresources\_net\_traffic\_title}

{itresources\_net\_traffic\_description\_1}

[Pokaż dane szczegółowe w Safetica.](https://localhost:44309/WebSafetica/WebConsole/ItSources/NetworkTraffic?dateFrom=20170901&dateTo=20170930&treeSel=0|1|1)